zwischen externer Dienstleister

und der Leitung des HRZ der TU Darmstadt, vertreten durch Nachname, Vorname

(im Folgenden „Verantwortliche/r“ genannt)

Technischer Hintergrund

Durch die externe Delegation von Namensräumen unter „tu-darmstadt.de“ wird ermöglicht, dass Rechner/Services außerhalb der Technischen Universität Darmstadt betrieben werden können, die unter dem der/dem Verantwortlichen zugewiesenen Namen

….. .**tu-darmstadt.de** (im Folgenden „extern gehostete Domain“ genannt)

sichtbar sind. Auf Grund der externen Aufstellung können für diese Rechner/Services die Policies der Technischen Universität Darmstadt nicht durch das HRZ als zentralen IT-Dienstleister sichergestellt werden.

Technische Verantwortliche

Für die extern gehostete Domain benennt der/die Verantwortliche zwei technische Ansprechpartner. Diese Ansprechpartner sind (neben dem/der Verantwortlichen selbst) die einzigen Personen, von denen seitens des HRZ der TU Darmstadt Änderungen, Löschungen, etc. entgegengenommen und bearbeitet werden. Die technischen Ansprechpartner sind:

1. Nachname, Vorname
2. Nachname, Vorname

Der/die Verantwortliche und die von ihm benannten Ansprechpartner stehen für Anfragen bzgl. des Betriebes kurzfristig zur Verfügung. Sollte auf eine entsprechende Meldung des HRZ insbesondere bei sicherheitskritischen Vorgängen und bei betrieblichen Problemen des DNS-Services keine kurzfristige Reaktion erfolgen, ist das HRZ der Technischen Universität Darmstadt berechtigt, die Delegation kurzfristig wieder zurückzunehmen.

Einhaltung der TU Security Policies

Der/die Verantwortliche stellt sicher, dass die zentralen Policies der TU Darmstadt bei den, in der extern gehosteten Domain betriebenen Rechnern, gewährleistet sind. Diese Policies sind in folgenden Dokumenten beschrieben:

* IT-Security Policy der Technischen Universität Darmstadt

<http://www.hrz.tu-darmstadt.de/itsecurity_policy>

* Leitfaden zur IT-Security

<http://www.hrz.tu-darmstadt.de/itsecurity_leitfaden>

Der/die Verantwortliche übernimmt gegenüber dem HRZ der TU Darmstadt die Verantwortung für die Einhaltung dieser Policies und für durch eventuelle Nichteinhaltung entstehende Folgen, soweit diese auf vorsätzliches oder grob fahrlässiges Verhalten zurückzuführen sind.

Umsetzung der Corporate Identity Vorgaben für Webseiten

Der/die Verantwortliche stellt die Einhaltung und Verwendung der Vorgaben der Technischen Universität Darmstadt für das Design von Webseiten (siehe <http://www.webteam.tu-darmstadt.de/tu_web/>) sicher.

Auf den extern gehosteten Seiten dürfen keine gewerblichen Tätigkeiten (z.B. Webshops) betrieben werden. Die Inhalte dürfen sich nur auf Forschung und Lehrinhalte (z.B. Vorlesungsmaterialien) beziehen. Eine Speicherung und/oder Verarbeitung von personenbezogenen Daten von Studierenden sowie der Betrieb von e-learning-Plattformen und Studierendenverwaltungssystemen ist unzulässig.

Datenverarbeitung im Auftrag

Für alle von externen Personen betriebenen Services und Rechner gilt, dass die Vorgaben der Europäischen Datenschutzgrundverordnung (EU-DSGVO) sowie des Hessischen Datenschutzbeauftragten zur Auftragsdatenverarbeitung nach § 57 und § 59 HDSIG (siehe auch https://datenschutz.hessen.de/datenschutz/auftragsverarbeitung) einzuhalten sind. Dies hat der/die Verantwortliche mit dem von ihm beauftragten Dienstleister („Auftragsverarbeiter“) verbindlich zu vereinbaren. Der behördliche Datenschutzbeauftragte ist nach dem Abschluss dieses Auftragsdatenverarbeitungsvertrags umgehend zu informieren (datenschutz@tu.darmstadt.de). Darüber hinaus sind beide Seiten verpflichtet, entsprechende Verzeichnisse der Verarbeitungstätigkeiten zu führen.

|  |  |  |
| --- | --- | --- |
| Ort, den Datum  |  | Ort, den Datum  |
| (Ort und Datum)  |  | (Ort und Datum) |
|  |  |  |
| (Unterschrift des Verantwortlichen)  |  | (Unterschrift des Vertreters des HRZ) |

*Eine Kopie dieser Vereinbarung wird dem Datenschutzbeauftragten der TU Darmstadt zur Information übermittelt.*